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Tennessee Information Protection Act (TIPA)

Effective date: 
July 1, 2025

Consumer rights: Deletion; portability; opt out of 
profiling; opt in to processing of sensitive data; opt 
out of automated decision making; opt out of sales 

Enforcement:

 No Private Right of Action

 Right to cure within 60 days 

 Up to $15,000 fine per violation

 Safe harbor for controllers and processors to 
assert affirmative defense if complying with a 
written privacy program that "reasonably 
conforms" to the current and updated 
National Institute of Standards and Practices 
("NIST") privacy framework.

Controller obligations:

 Impact assessments; notice/transparency 
requirement; non-discrimination; 
purpose/processing limitation

Scope:

 Applies to organizations that: 

1. Control or process personal data of 
100,000 or more consumers during a 
calendar year; or 

2. Control or process personal data of at 
least 25,000 consumers and derive over 
50% of gross revenue from the sale of 
personal data 
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