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California Consumer Privacy Act (CCPA)
California Privacy Rights Act (CPRA) amends 
California Consumer Privacy Act (CCPA) and 
adds new provisions

Effective date: 
January 1, 2020 (CCPA); 
January 1, 2023 (CPRA)

Consumer rights: Access; correction; 
deletion; opt out of sensitive data 
processing; automated decision making; 
opt out of sales; portability

Enforcement:
 Up to $7,500 per intentional violation or 

$2,500 per unintentional violation

 Limited private right of action

 Creates the California Privacy 
Protection Agency

Scope:
 Applies to for-profit organizations 

operating in CA that meet one of the 
following criteria:

1. Gross global annual 
revenue at least $25 million

2. Buy, sell, or share the personal 
information of 100,000 consumers 
annually; or

3. Derive 50% or more of 
annual revenues from selling or 
“sharing” data
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